
PRIVACY POLICY

Last Updated: 25 September 2023

A. This Privacy Policy is incorporated in our Terms of Use (the "Terms") by reference, together with the Terms
constitutes a binding agreement between you and DeXe and describes our information handling practices when you
access and use our Platform and Services. This Privacy Policy is meant to help you understand what your personal
information (the "Personal Information") we collect and process and how we collect, process, use, store, share and
protect the Personal Information. DeXe respects the privacy of its users and recognizes the need for adequate
protection and administration of the Personal Information in accordance with this Privacy Policy.

B. DeXe may make changes to this Privacy Policy from time to time. The changes will be effective immediately upon
their publication on the Website. Please, review this Privacy Policy on a regular basis. You can determine when this
Privacy Policy was last revised by referring to the "LAST UPDATED" legend at the top of the then-current version
of this Privacy Policy on the Website. If changes are significant, we will provide a more prominent notice
(including, in certain cases, email notification of the Privacy Policy changes).

C. Capitalized terms used but not defined in this Privacy Policy shall take the meanings assigned to such terms by the
Terms.

D. BY CLICKING "TO ACCEPT" OR ACCESSING OR USING OUR PLATFORM YOU AGREE TO BE BOUND
BY, AND ACCEPT THIS PRIVACY POLICY. IF YOU DO NOT AGREE TO THIS PRIVACY POLICY, YOU
SHALL NOT ACCESS AND USE THE PLATFORM.

E. If you have any questions about this Privacy Policy, please submit your request using the contact information,
provided for in section 1.1 hereof.

1. OUR RELATIONSHIP TO YOU

1.1. The responsible body for the collection, processing, use, storing and protection of your Personal Information is:

Name: DeXe Protocol Association
Address: Baarerstrasse 141, 6300, Zug
Email: info@dexe.network

1.2. For any questions about this Privacy Policy or if you want to make privacy rights requests relating to your
Personal Information, you may always contact us using the contact information above.

1.3. If you believe that we have infringed your rights, we encourage you to first submit a request by sending an email
to: info@dexe.network (subject line: "Privacy Policy Request") so that we can try to resolve the issue or dispute
informally.

1.4. If for any reason you are not satisfied with our data protection handling, you may complain to the relevant
supervisory authority. This will be the applicable data protection regulator in your jurisdiction.

2. PERSONAL INFORMATIONWE COLLECT

2.1. The Personal Information is typically data that identifies an individual or relates to an identifiable individual (the
definition of Personal Information depends on the applicable law based on your physical location; only the
definition that applies to your physical location will apply to you under this Privacy Policy). This includes: (i)
information you provide to us; (ii) information which is collected about you automatically, and (iii) information
we obtain from third parties.

2.2. Information you provide to us. To establish an Account and access and use the Platform, you will be required to
provide us with certain Personal Information (the "Provided Information"). If you choose not to share the
Provided Information with us, we may not be able to serve you as effectively or offer you access to, and use of,
the Platform. As we add new features and services, you may be asked to provide additional Provided
Information.

2.3. The Provided Information may include:

(1) personal identification information, which may include any one or more of the following: full name, email
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address (the "Identification Information");

(2) information about your transactions within our Platform, which may include any one or more of the following:
virtual assets wallet address, information about the transactions you make on our Platform, the amount of the
transaction and its time (the "Transactions Information");

(3) correspondence information, which may include any one or more of the following: survey responses,
information provided to our support team or user research team; records and copies of your email messages
together with your email address and our responses, if you choose to correspond with us through email (the
"Correspondence Information"); and

(4) Information about your User Content, which may include any one or more of the following: User Content you
submit to be published or displayed on the Platform or transmitted to other users or third parties (the "User
Information").

2.4. Information we collect from you automatically. To the extent permitted by applicable law, we may collect certain
types of information automatically, such as whenever you interact with the Platform (the "Automatically
Collected Information"). This information helps us address customer support issues, improve the performance
of our Platform, provide you with a streamlined and personalized experience, and protect your Account from
fraud by detecting unauthorized access. We may use a variety of technologies to collect the Automatically
Collected Information, including:

(1) Cookies. A cookie is a small data file stored on the hard drive of your computer either for only the duration of
your visit to the Website or for a fixed period (for more information, please, see section 10 below);

(2) Web Beacons. Web beacons are small files that are embedded in the Website and emails. Web beacons allow us,
for example, to track who has visited the Website or opened an email, to test the effectiveness of our marketing,
and for other related Website statistics;

(3) JavaScripts. JavaScripts are code snippets embedded in various parts of the Website that facilitate a variety of
operations including accelerating the refresh speed of certain functionality or monitoring usage of various online
components;

(4) Entity Tags. Entity Tags are HTTP code mechanisms that allow portions of the Website to be stored or "cached"
within your browser and validate these caches when the Website is opened, accelerating Website performance
since the web server does not need to send a full response if the content has not changed;

(5) HTML5 Local Storage. HTML5 local storage allows data from the Website to be stored or "cached" within your
browser to store and retrieve data in HTML5 pages when the Website is revisited; and

(6) Resettable Device Identifiers. Resettable device identifiers (also known as "advertising identifiers") are similar
to cookies and are found on many mobile devices and tablets (for example, the "Identifier for Advertisers" or
"IDFA" on Apple iOS devices and the "Google Advertising ID" on Android devices), and certain streaming media
devices. Like cookies, resettable device identifiers are used to make online advertising more relevant.

2.5. The Automatically Collected Information may include:

(1) information about how you access and use the Platform;

(2) device type and unique device identification numbers;

(3) device event information (such as crashes, system activity and hardware settings, browser type, browser
language, the date and time of your request and referral URL);

(4) how your device interacts with the Platform, including pages accessed and links clicked; and

(5) broad geographic location (e.g. country or city-level location).

2.6. This Privacy Policy does not cover the use of the mentioned above or similar technologies by third parties. The
Platform may contain links, content, advertising, or references to other websites by third parties, including
advertisers, servers, content providers and application providers. These third parties may use the above
mentioned technologies to collect information about you when you use the Platform including the Personal
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Information. Please be aware that we do not control these third parties' technologies or when and how they may
be used. Therefore, DeXe does not claim nor accept responsibility for any privacy policies, practices or
procedures of any third party. We encourage you to read the privacy statements and terms and conditions of
linked or referenced websites you enter.

2.7. Information we collect from third parties. From time to time, we may obtain information about you from third
party sources as required or permitted by applicable law. These sources may include:

(1) public databases. We obtain information about you from public databases and verification partners for purposes
of verifying your identity in accordance with applicable law. We obtain such information to comply with our
legal obligations, such as anti-money laundering laws. In some cases, we may process additional data about you
to assess risk and ensure our Platform is not used fraudulently or for other illicit activities;

(2) blockchain data. We may analyze public blockchain data to ensure users utilizing our Platform are not engaged
in illegal or prohibited activity under our Terms and to analyze trends for research and development purposes;

(3) marketing partners and resellers. To the extent permitted by applicable law, our marketing partners or resellers
may share information about you with us so that we can better understand which of our services may be of
interest to you; and

(4) advertising networks and analytics providers. We work with these providers to provide us with de-identified
information about how you found our Website and how you interact with the Platform.

3. USE OF PERSONAL INFORMATION

Our primary purpose in collecting Personal Information is to provide you with a secure, smooth, efficient and
customized experience. We generally use Personal Information to create, develop, operate, deliver, and improve our
Platform, content and advertising; and for loss prevention and anti-fraud purposes. We may use the Personal
Information in the following ways and for the following purposes:

(1) to provide you with the Platform to deal with any requests or inquiries you may have with respect to the Platform
and to provide customer service and support;

(2) to maintain legal and regulatory compliance and to enforce or apply any agreement or to protect our (or others')
property or rights and to defend any potential claim;

(3) communicate with you about your transactions;

(4) inform you about important changes to, or other news about, the Platform;

(5) to prevent and detect money-laundering, terrorism, fraud or other crimes or abuses of the Platform, or both;

(6) to operate, maintain, improve, personalize, and analyze the Platform, to monitor and analyze trends, usage, and
activities for marketing or advertising purposes, to enhance your experience, to allow you to participate in
interactive features on the Platform and to send promotional communications, such as information about
features, newsletters, offers, promotions, contests and events;

(7) to conduct our recruiting processes, to maintain appropriate records for internal administrative purposes; for
statistical purposes, for market research and product analysis and to protect the health and safety of our
employees and visitors, our facilities and our property and other rights;

(8) to develop, test and improve new products or services, including by testing and troubleshooting new products
and features; and

(9) for any purpose that you provide your consent. We will not use your Personal Information for purposes other
than those purposes we have disclosed to you, without your permission. From time to time, and as required under
the applicable law, we may request your permission to allow us to share your Personal Information with third
parties. In such instances, you may opt-out of having your Personal Information shared with third parties, or
allowing us to use your Personal Information for any purpose that is incompatible with the purposes for which
we originally collected it or subsequently obtained your authorization. If you choose to limit the use of your
Personal Information, certain features of the Platform, or both, may not be available to you.
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4. SHARE OF PERSONAL INFORMATION

4.1. We take care to allow your Personal Information to be shared only with third parties who have a legitimate
purpose for accessing it. DeXe will never sell or rent your Personal Information to third parties without your
explicit consent. We will only share your Personal Information in the following circumstances:

(1) when we are required by applicable law;

(2) with our subsidiaries and Affiliates for business purposes and as a normal part of conducting business and
offering Platform to you;

(3) within our cooperation with our service providers and suppliers, including network infrastructure providers,
cloud providers, customer support service providers, marketing services providers, security services providers,
data analysis service providers, software developers, as well as with our professional advisors who provide
banking, legal, compliance, insurance, accounting, or other consulting services in order to complete third party
financial, technical, compliance and legal audits of our operations or otherwise comply with our legal
obligations. The mentioned service providers and advisors are bound by contractual obligations with us to keep
Personal Information confidential and use it only for the purposes for which we disclose it to them;

(4) with companies providing services in the areas of fraud and crime prevention and with companies providing
similar services, including financial institutions such as credit reference agencies and regulatory bodies, courts,
law enforcement authorities, regulators or attorneys or other parties for the establishment, exercise or defence of
a legal or equitable claim or for the purposes of a confidential alternative dispute resolution process;

(5) aggregated Personal Information and statistics for the purpose of monitoring Platform usage in order to help us
develop our Platform; and

(6) with companies or other entities that we plan to merge with or be acquired by.

4.2. You hereby acknowledge and agree that information that you post on or through the public areas of the Platform
(e.g., chat rooms, bulletin boards, and discussion groups) is generally accessible to, and may be collected and
used by, others and may result in unsolicited messages or other contact from others. Users of the Platform are
encouraged to exercise caution when providing Personal Information about themselves in public or interactive
areas.

4.3. Otherwise, we will only disclose your Personal Information when you direct us or give us a consent to do so,
when we are allowed or required by applicable law or judicial or official request to do so, or as required to
investigate actual or suspected fraudulent or criminal activities.

5. SECURITY, PROTECTION AND STORAGE OF PERSONAL INFORMATION

5.1. Our Platform is built with strong security features that continuously protect your Personal Information. DeXe
maintains (and contractually requires third parties it shares your Personal Information with to maintain)
appropriate physical, electronic and procedural safeguards to protect the security and confidentiality of the
Personal Information you entrust to us. And if we do detect something risky that we think you should know
about, we will notify you and help guide you through steps to stay better protected.

5.2. We may store and process all or part of your Personal Information in Switzerland or elsewhere in the world
where our facilities or our service providers are located. If we transfer the Personal Information which originates
in the European Economic Area, the United Kingdom or Switzerland to a country that has not been found to
provide an adequate level of protection under applicable data protection laws, one of the safeguards we may use
to support such transfer is the EU Standard Contractual Clauses. We protect your Personal Information by
maintaining physical, electronic and procedural safeguards in compliance with the applicable laws and
regulations, including:

(1) physical safeguards: enforcing physical access control to our buildings and files;

(2) electronic safeguards: firewalls and data encryption; and

(3) procedural safeguards: authorization of access to Personal Information only for those employees, contractors,
and agents who require it to fulfill their contractual responsibilities (we have strict confidentiality obligations for
anyone with access to Personal Information); reviewing the information collection, storage, and processing
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practices, including physical security measures, to prevent unauthorized access to the Personal Information.

5.3. However, you hereby acknowledge and agree that the safety and security of your Personal Information also
depend on you. Where we have given you (or where you have chosen) a password for access to certain parts of
the Platform you are responsible for keeping this password confidential. We ask you not to share your password
with anyone.

5.4. While we have employed security technologies and procedures to assist in safeguarding your Personal
Information, no system or network can be guaranteed to be 100% secure. Unauthorized entry or use, hardware or
software failure, and other factors may compromise the security of the Personal Information at any time. Any
transmission of the Personal Information is at your own risk. We are not responsible for the circumvention of any
privacy settings or security measures contained on the Platform. Furthermore, we cannot ensure or warrant the
security or confidentiality of the information you transmit to us or receive from us by Internet or wireless
connection, including email, phone, or SMS, since we have no way of protecting that information once it leaves
and until it reaches us. If you have reason to believe that your Personal Information is no longer secure, please
contact us using the contact information provided in section 1.1 above.

5.5. "Do Not Track" Signals is a privacy preference you can set in most web browsers. When you turn on this
preference, it sends a signal or message to the websites you visit indicating that you do not wish to be tracked.
Please note that we currently do not respond to "Do Not Track" browser settings since uniform standards for "Do
Not Track" Signals have not been adopted.

6. LEGAL BASIS FOR PERSONAL INFORMATION PROCESSING

6.1. For users who are located in the European Economic Area, the United Kingdom or Switzerland ("EEA
Residents") at the time their Personal Information is collected, our legal basis for processing their Personal
Information under Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on
the protection of natural persons with regard to the processing of personal data and on the free movement of such
data, and repealing Directive 95/46/EC will depend on the Personal Information at issue, the specific context in
the which the Personal Information is collected and the purposes for which it is used. We generally only process
your Personal Information where we are legally required to, where processing is necessary to perform any
contracts we entered with the relevant user, where processing is in our legitimate interests to operate our business
and not overridden by the relevant user's data protection interests or fundamental rights and freedoms, or where
we have obtained the relevant user's consent to do so. Below, in a table format, a description of all the ways we
plan to use your Personal Information, and which of the legal bases we rely on to do so are set out.

Purpose Kind of Personal Information Legal Basis

Purpose, provided for in section
3.1(1)

- Identification Information
- Transactions Information
- Correspondence Information
- User Information

- performance of a contract

Purpose, provided for in section
3.1(2)

- Identification Information
- Transactions Information
- Correspondence Information
- User Information

- performance of a contract
- compliance with legal
obligations
- legitimate interests

Purpose, provided for in section
3.1(3)

- Identification Information
- Transactions Information
- Correspondence Information

- performance of a contract
- legitimate interests

Purpose, provided for in section
3.1(4)

- Identification Information
- Correspondence Information

- performance of a contract
- legitimate interests
- compliance with legal
obligations
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Purpose, provided for in section
3.1(5)

- Identification Information
- Transactions Information
- Correspondence Information
- User Information

- compliance with legal
obligations

Purpose, provided for in section
3.1(6)

- Identification Information
- Transactions Information
- Correspondence Information
- User Information

- performance of a contract
- legitimate interests
- your consent

Purpose, provided for in section
3.1(7)

- Identification Information
- Correspondence Information
- User Information

- performance of a contract
- legitimate interests
- your consent

Purpose, provided for in section
3.1(8)

- Identification Information
- Correspondence Information
- Transactions Information
- User Information

- performance of a contract
- legitimate interests
- your consent

6.2. Please, contact us if you need details about the specific legal basis we are relying on to process your Personal
Information where there is more than one legal basis for processing.

6.3. We will only ever process your Personal Information for the purposes we collected it, unless we reasonably
consider that we need to process it for another purpose and that purpose is compatible with the original purpose.
If you wish to get an explanation as to how the processing for a new purpose is compatible with the original
purpose, please, contact us.

6.4. If we need to process your Personal Information for an unrelated purpose, we will notify you and we will explain
the legal or other basis which allows us to do so.

6.5. Please, note that we may process your Personal Information without your knowledge or consent, in compliance
with the above rules, where this is required or permitted by applicable law.

7. RETENTION OF PERSONAL INFORMATION

7.1. DeXe only retains the Personal Information for no longer than is necessary for the purposes for which the
relevant Personal Information is processed, including for the purposes of satisfying any of DeXe's legal,
regulatory, tax, accounting or reporting requirements. DeXe may retain your Personal Information for a longer
period in the event of a complaint or if it reasonably believes, there is a prospect of litigation in respect to
relationships between you and DeXe.

7.2. To determine the appropriate retention period for the Personal Information, DeXe considers the amount, nature
and sensitivity of the Personal Information, the potential risk of harm from unauthorised use or disclosure of the
Personal Information, the purposes for which we process your Personal Information and whether we can achieve
those purposes through other means.

7.3. In all cases where we keep the Personal Information, we do so in accordance with any limitation periods and
records retention obligations that are imposed by applicable law.

8. CHILDREN'S PERSONAL INFORMATION

8.1. You must be 18 (eighteen) years or older to access and use the Platform. If you are under 18 (eighteen) years of
age, you are not permitted to access and use the Platform.

9. YOUR CHOICES AND PRIVACY RIGHTS
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9.1. Depending on applicable laws and regulations of jurisdictions where the relevant user resides (including the EEA
Residents), the user may be able to assert certain rights related to the Personal Information identified below:

(1) to obtain from DeXe confirmation whether DeXe process any of your Personal Information;

(2) to request for access to your Personal Information processed by DeXe;

(3) to withdraw of the consent to processing of your Personal Information at any time (provided that the relevant
Personal Information processing is based on your consent);

(4) to obtain from DeXe the rectification (correction) of inaccurate Personal Information;

(5) to obtain from DeXe the erasure (deletion) of the Personal Information;

(6) to obtain from DeXe the restriction of processing;

(7) to receive your Personal Information, which have been provided to DeXe, in a structured, commonly used and
machine-readable format and to transmit that Personal Information to another controller without hindrance from
DeXe;

(8) to object to processing;

(9) not to be subject to a decision based solely on automated processing; and

(10) to complain to the local data protection authority if your privacy rights are violated, or if you have suffered as a
result of unlawful processing of your Personal Information.

9.2. These rights will only apply in certain circumstances. If you wish to exercise any of these rights or become
acquainted with circumstances, in which the relevant right is applied, please, contact us. That being the case,
DeXe may need to request specific information from you to help us confirm your identity and ensure your right
to access your Personal Data (or to exercise any of your other rights). This is a security measure to ensure that
Personal Information is not disclosed to any person who has no right to receive it. We may also contact you to
ask you for further information in relation to your request to speed up our response.

9.3. If any of the rights listed below are not provided under law for the relevant user's jurisdiction, DeXe has sole and
absolute discretion in providing the relevant user with those rights.

10. COOKIE POLICY

10.1. To make our Website work properly, we place small data files called "cookies" on your device. Most big
websites do this too.

10.2. A cookie is a small data file that the Website saves on your computer or mobile device when you visit the
Website either for only the duration of your visit on the Website or for a fixed period. These collect and store
certain information, and these typically involve pieces of information or code that the Website transfers to or
accesses from your computer hard drive or mobile device to store and sometimes track information about you.
Cookies and similar technologies enable you to be remembered when using that computer or device to interact
with the Website and can be used to manage a range of features and content as well as store searches and present
personalized content.

10.3. We use cookies to observe how many users access and use our Websites when users access and use our Website
and what pages users access. Our Website uses cookies to distinguish you from other users. This helps us to
provide you with a good experience when you use our Website and also allows us to improve our Website,
Platform.

10.4. Most web browsers automatically accept cookies and similar technologies, but if you prefer, you can change
your browser to prevent that and your help screen or manual will tell you how to do this. However, you may not
be able to take full advantage of the Website if you do so.

10.5. A number of cookies and similar technologies we use last only for the duration of your web session and expire
when you close your browser. Others are used to remember you when you return to the Website and are stored in
your browser until you delete them or your browser deletes them based on the expiration date defined by the
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cookie's file.

10.6. We use these cookies and other technologies on the basis that they are necessary for the performance of a
contract with you, or because using them is in our legitimate interests (where we have considered that these are
not overridden by your data protection interests or fundamental rights and freedoms), and, in some cases, where
required by law, where you have consented to their use.

10.7. We use the following types of cookies:

(1) strictly necessary cookies. These are cookies that are required for the operation of our Website. They include, for
example, cookies that enable you to log into your Account;

(2) analytical and performance cookies. They allow us to recognize and count the number of users and to see how
users move around our Website when they are using it. This helps us for our legitimate interests of improving the
way our Website works, for example, by ensuring that users are finding what they are looking for easily;

(3) functionality cookies. These are used to recognize you when you return to our Website. This enables us, subject
to your choices and preferences, to personalize our content, greet you by name and remember your preferences
(for example, your choice of language or region); and

(4) targeting and advertising cookies. These cookies record your visit to our Website, the pages you have visited and
the links you have followed. We will use this information subject to your choices and preferences to make our
Website and the advertising displayed on it more relevant to your interests. We may also share this information
with third parties for this purpose.

10.8. The effect of disabling cookies depends on which cookies you disable but, in general, the Website may not
operate properly if all cookies are switched off.

10.9. If you want to disable cookies on our Website, you need to change your browser settings to reject cookies.
How you can do this will depend on the browser you use, therefore, please, check with your browser provider to find
out how to disable cookies.

11. TERMS

If you choose to access or use, or both, the Platform, such actions and any dispute over privacy is subject to this Privacy
Policy and the Terms, including limitations on damages, resolution of disputes and application of the laws of
Switzerland.
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